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1. Overview

IPMI View (IPMI-Over-LAN) is a management software program based on the IPMI
specification Reversion 1.5 - 2.0. IPMI View sends IPMI messages to and from the
BMC (Base Management Card) on a host system at a remote location. IPMI
messages are encapsulated in RMCP (Remote Management Control Protocol)

packets called “datagrams.” This method is also referred to as “IPMI-over-LAN.”

According to the Distributed Management Task Force (DMTF) specification, RMCP is
used for system management in a pre-OS or an OS-absent environment. RMCP is a
simple request-response protocol that can be delivered using UDP (User Datagram
Protocol) datagrams. IPMI-over-LAN uses version 1 of the RMCP protocol and
packet format. An RMCP packet is transmitted via an IP (Internet Protocol) network,
which allows system managers to manage their IPMI-enabled systems over the
Internet. In a private LAN network, this is a basic feature. IPMI uses the same UDP
port number (623 in decimal) as the ASF (Alert Standard Forum) protocol. If the

managed system is protected by a firewall, UDP port 623 must be opened.

In Supermicro’s IPMI solution, a BMC (Baseboard Management Controller) shares
the LAN1 NIC on the mainboard. (If there are more than one LAN ports on the
mainboard, LANL1 is the one closest to the Keyboard/Mouse port.) The NIC will re-
route the IPMI packet to the BMC instead of forwarding it to the upper layer of the
network protocol stacks as other protocol packets do.

IPMI View V2.0 covers Supermicro’s BMCs for both IPMI v1.5 and IPMI v2.0.
However, due to design changes, some functions may not be available for IPMI v1.5,
while others might no longer be available for IPMI v2.0. IPMI View will automatically
hide any functions that are not available based on the BMC version used in the

system.
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2. System Management

Menu Bar —H File Edit Session Manage Help
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Figure 2-1

¢ Menu Bar: contains functions that allow you to add/delete systems or groups
and save configurations.

e Toolbar: contains functions that allow you to execute commands quickly. Click
the icons on the toolbar to add a new system, save the current configuration
settings, to discover IPMI devices, to access group management, to discontinue
the IPMI View section and to access the help menus. See Figure 2-2 for details.

e Logo: Click the Logo icon to visit Supermicro’s website.

e |PMI Sorting: This allows you to sort devices in ascending/descending order via
the online format, or in their original sequence.

e System List: This lists the computers managed by the BMC Controller.

o Group Management: This allows the user to manage system groups, including
creating/adding new accounts, deleting accounts and updating group information.

e Group List: This lists the computer groups managed by the BMC for better

management.
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o Viewing Window: This shows detailed information including Login, IPMI Device,
Event Log, Sensors, BMC Settings, and the status of the IPMI View firmware.

e System View Sessions: IPMI View can manage up to 20 systems at any given
time. The systems that are currently managed by the BMC are indicated in the
System View window.

e Bottom Toolbar: This toolbar contains function tabs that allow you to execute
commands quickly. The tabs allow you to access the following submenus: Login,
Event Log, Sensors, IPMI Device, BMC Setting, Users, Text Console, and KVM
Console.

As shown in Figure 2-1, there are several components in the IPMI View window
(Figure 2-2):

T IPMI View ¥2.6.29 (build 070927) - Super Micro Computer, Inc.
File Edit Manage Help

DE e @E @ R
SUPERMICR®

AvQREP

B 11 Doman

| 192.168.10.243

1PMI View

Intelligent Platform Management Interface

IPMI 2.0/1.5 over LAN

Ready

Figure 2-2

e ToolBar (Top)
The toolbar provides you with direct access to the features that are used frequently
(as shown in Figure 2-3). You are able to switch between server- and group-
management. The following toolbar shows the items that are currently available for

user configuration under BMC management.
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Add a new System
Save configuration

Discover IPMI device

Switch to server management

Switch to group management

DBAEIQ R0

Close session

Show trap info
About

Figure 2-3

¢ Adding a new system

FC8 Edit Session Manage Help
Mew. .. Y System
Discover IPMI Device Group
Reload Configuration 7

Save Configuration CR’ I

Update Firmware

v 9 e
Language P
Exit
31 New System?2
) 192.168.1.168
1 192.168.1.38
Figure 2-4

Click <File>"New>System” to add a new system to the IPMI connection (as shown
in Figure 2-4). An “Add a new system...” dialog box will display as shown in Figure
2-5.
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£ Add a new system. .

System Name: | e System1

IP address: | 0000

Description: | DESCRIPTION

Figure 2-5

In the “Add a new system” dialog box, enter the System Name for the system to be

managed by the BMC, its IP address, and its description. Then click <OK>.

e Adding a new group
For better system management, the manager may group systems into different
groups. A system may be included in multiple groups. The default group is the “IPMI
Domain.” All systems under BMC management belong to the IPMI Domain even if

they are also added to other groups.

Click the menu: <File>"New...>Group” to add a new group to the IPMI connection.

An “Add a new group” dialog box will display as shown in Figure 2-6.

2 Add a new group E]@
Group Name: \

Description: | DESCRIPTION

Figure 2-6

In the “Add a new group” dialog box, enter the Group Name and its description.

Then click <OK.>
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o Discover IPMI Device

IPMI View offers a feature that will detect all devices or systems currently connected
to the network. Users may specify a Network IP address range or using its own
domain as range. For users who want to specify a range, just type the range in the
“from” and “to” box, and then press start. For users who want to use domain as range,
press detect button. Either way can search for any IPMI devices or systems that are
connected to the IPMI 1.5 or IPMI 2.0 connections as shown in Figure 2-7. Click
<Exit> to discontinue this process.

£ JPMI Device Discovering @

Mebweork P From | (EEET=ERNET

To | 19216810.234
Metwork Mask | 255 255 285 0
Search Option

[FliPizo [C]ipmi1s

Start Exit

Found: 2

P hlame “Wersion
192168.10.241 [192.168.10.241 [Pt 2.0+ |
192.168.10.246 [192.168.10.246 [iPrr 2.0 |

Figure 2-7

¢ Reload Configuration
From the pull-down menu, click <File>"Reload Configuration” to load the

configuration settings that were previously saved.

e Save Configuration
From the pull-down menu, click <File> “Save Configuration” to save the current

configuration settings.

e Update Firmware

From the pull-down menu, click <File> “Update Firmware,” and select the system you
wish to update from the IPMI Domain list on the left side of the window. A
Confirmation dialogue box will appear. Click <OK> to update the IPMI Firmware.

Click <Cancel> to discontinue this process.
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From the pull-down menu, click “File>Save Configuration” to save the current IPMI

View configuration settings.

e lLanguage

From the pull-down menu, click <File> “Language” to activate a Language submenu.
From the submenu, you can select Chinese (Taiwan), Chinese (China) or English
(USA) as your IPMI language setting.

For users who use IPMIView on Redhat 7 platform, you may encounter Chinese
display problem caused by OS Chinese library link missing. In that case, please
follow these 2 steps:

1, Go to the IPMIView folder where you extracted.

2. Type "In -s /usr/share/fonts/cjkuni-uming/uming.ttc ./jre/lib/fonts/fallback/" to create
a soft link to chinese library.

e Exit

From the pull-down menu, click <File> “Exit” or press <Alt-F4> to exit IPMI View.

e Modify System
Select a system in the System Window you want to modify and click <Edit> “Modify

System” to modify it from the pull-down menu as shown in Figure 2-8.

You can also right click on a system in the System Window and select “Modify” in the

pop-up menu to modify it.

e Modify Group
Select a group in the Group Window you want to modify and click

“Edit>Modify...>Group” from the pull-down menu shown in Figure 2-8 to modify it.

You can also right click a group in the Group Window and select "Modify” in the pop-

up menu to modify it.
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File Session  Manage Help

ﬂ Modifyr brﬂﬁ%@

Uy e | 2 O
IPMI Security Group || 319216810
S [CR®
Digjoin

IF . - g f @
Eefresh

Al 192.168.10.243

Figure 2-8

o Delete System
Select a system in the System Window you want to delete and click <Edit> "Delete

System” from the pull-down menu as shown in Figure 2-8 to delete it.

You can also right click on a system in the System Window, and select “Delete” in the

pop-up menu to delete it.

o Delete Group
Select a group in the System Window you want to delete and click <Edit> "Delete

Group” from the pull-down menu to delete it as shown in Figure 2-8.

You can also right click a group in the System Window, and select “Delete” in the

pop-up menu to delete it.

e IPMI Security

From the pull-down menu, click <Edit>"IPMI Security” to activate the IPMI Security
dialogue box. Check Auto Detection for IPMI View to automatically check the current
IPMI status. Check the Advanced User box to select the following protocols as shown

in Figure 2-9.

e Hardware: BMCB, Firmware:IPMI 1.5:
e Hardware: BMC2, Firmware:IPMI 2.0 (non-RMCP+):
* Hardware: BMC2, Firmware:IPMI 2.0 (Standard RMCP+).
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Check the Encryption box to use encryption supported by the IPMI 2.0 Standard
RMCP+. All packets transmitted from IPMI View to the BMC system management will

be encrypted.

IPMI Protocol X

P IPMI Pratocol for Mew Systeml

_\_\‘_.

(73 Auta Detection
For Advanced User. Select Following Protocols based on Hw and Fw
() Hw : BMCB. P : IPMI1.5
) HA: BMC2, A IPMI 2.0 non-RMCP-+
(%) Hwi . BMC2, P : IPKI 2.0 Standard RMCP+

Enc
Hiw' = Hardware
Fiaf = Firmware
Figure 2-9

e Joinagroup
Select a group in the Group window, a system in the System Window, and click <Edit
“Join” from the pull-down menu to include (to join) this system into the group as

shown in Figure 2-8.

o Disjoin a System or a Group

Double click the group from which you want to disjoin a system. The systems that are
included in the group will appear in the System Window. Then, select the system you
want to disjoin from the group, and click <Edit> “Disjoin” from the pull-down menu
shown in Figure 2-8. You can also select a group from the Groups list and click

<Edit> “Disjoin” to remove it from the IPMI groups.

You can also right click the selected system, and select “Disjoin” in the pop-up menu

to remove it from the group.

e Refresh

Double click the group from which you want to disjoin a system. The systems that are
included in the group will appear in the System Window. Select the system you want
to refresh, and click <Edit> “Refresh” from the pull-down menu to refresh the system

as shown in Figure 2-8.
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e Timeout

The timeout setting is shown in Figure 2-10. Timeout is the period for IPMI View to
wait for a response after sending a command to a managed system. If a response is
not received from the managed system in the timeout period, IPMI View will resend
the command to managed system again. You may specify the timeout value (in
seconds) to get a quicker response from the managed system. You can also specify
the number of times that IPMI View will resend the command.

Setting

b ] Timeout for retry [secundj g |
\-.‘4/ Mumnber of retry | 20 |
(0] 4 Cancel
Figure 2-10

e Section
IPMI View will display the IP address(es) currently connected to the network when

you click <Section> from the toolbar. You can disconnect the IPMI connection from a
system currently connected to the network by clicking “Closing. (the IP Address)”.

N P/ S [RE|

Bl @R R?

Group

Setting...

SUPEKNVIICR®

B PMIDomain =~ A v @ & @
=) New System1

31 192.168.1.227

=) New System2

EJJ 192.168.1.168

= 192.168.1.38

1PMI View

Intelligent Platform Management Interface

IPMI 2.0/1.5 over LAN

E=l Groups B&d @

_| IPMI Domain (1/5)

Figure 2-11

¢ IPMI View Management

10
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IPMI View allows you to manage your server or your network group by selecting

<Manage> “Server/Group” from the pull-down menu as shown in Figure 2-11.

In addition, you can also configure Group Login Settings by selecting “Setting” from a
pull-down menu under the <Manage> tab. A dialog box will appear, prompting you for
the Login ID and Password. Once enter the values in these fields, click <OK> to
access the page and configure the settings. Please note that this feature is available

for the system administrator only.

e Help
Select <About> to display the information on the systems connected to the network.

11
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3. Login

e Login

Click the <Login> tab on the bottom toolbar as shown in Figure 3-1. A login screen
along with some information about the managed system will appear in the Viewing
Window. Enter the login ID and password, and click the <Login> button to log in.
When login is successful, the connection information will be shown at the bottom.
The Login button is grayed (disabled), and the Logout button as well as other

available management functions will be enabled. as shown in Figure 3-2.

File Edt Session Manage Help

il agileRke
SUPERMICR. & 1921681.38

M PMIDomain A v @ & @
) 192168.1.168
) 192168.1.227

System Name 192168.1.38

IP Address 192.168.1.38

Description DESCRIPTION

[ New Systems

LoginID | ADMIN
Password | %%+

save ID and Password

Login

Ready

Figure 3-1

D7 IPMI View ¥2.6.29 (build 070927) - Super Micro Computer, Inc
Fl: Edit Sesion Memge Help

BEagoe e

192.168.10.241

SUPERMICR®

AvQED

IPMI Domain
Syt Name  193.168.10.241

242
7 192.168.10.243 TP Address 192.168.10.241

Deseription 193.168.10.341

LoginID [ ADMIN
Password

save ID and Passuord

25| Groups T CONNECTED
W TPH41 Domin (4/4)

Tersion : IPMI 2.0 RMCP+
Cipher Suite | RAKP-HMAC-SHAL, HMAC-SHAL-O6, AES-CEC-128

Login | Event Log| Sensors | IPM Device | EMC Seffing | Users | Teod Console | KVM Console | Firtual Medin

[RMCP+ Open Secsion suceessful

Figure 3-2

12
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The default Login ID and password are “ADMIN”. Both are case-sensitive.

In IPMI View, an MD5 algorithm will encrypt the password when it is transmitted
through the network. (If you are connecting to the IPMI 2.0 RMCP+, all the data will
be transmitted by an encrypted algorithm.) Once the password is confirmed, IPMI
View will show a CONNECTED symbol, and all available function pages will be
shown as in Figure 3-2. If the password is invalid, a message will be displayed in the
Status Area that reads, “Unable to activate a session, please check ID and

Password.” and a Break symbol will be shown (see Figure 3-3).

:j IPMI Yiew ¥2.6.20 (build 070927) - Super Micro Compuier, Inc.
File Edit Session Mansge Help

@ agdeR
SUPERMICR. [, 152.168.10 241

AvQHD

IPMI Domain
Bystemn Name 19216810241

IF Address 192.168.10.241

Description 192 168.10.241

Login ID' | adimin

FPasword

save 1D and Pasword

Login

BREAK
55| Groups B&Ede
i 1FMI Dormain (4/4)
Login
R AKF Message 2 emor: Mnavthorized name (status code = 0Dh)
Figure 3-3

In order to reduce overhead on the managed system, all pages will not be refreshed

automatically. The user must refresh the pages manually as needed.

After logging in, the IPMI View main window will display as shown in Figure 3-2. A

tool bar will display on the bottom of the screen for your convenience.

13
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e Bottom ToolBar
As shown in Figure 2-4 below, this toolbar contains function tabs to allow you to
execute commands quickly. The tabs allow you to access the following submenus:
Login, Event Log, Sensors, IPMI Device, BMC Setting, Users, Text Console, KVM
Console.

Log

Event Log
Sensors

IPMI Device BMC Setting

Login \ Event Log| Sensors| [PM Device| BEMC Setting || Users || Text Console | KVM Conzole

Users

Text Console
KVM Console

Figure 3-4

14
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4. Event Log

After you have logged into a system, the screen as shown in Figure 4-1 will display.

Click the <Event Log> tab on the bottom toolbar to activate the Event Log screen as
shown in Figure 4-2.

T IPMI View ¥2.6.29 (build 070927) - Super Micro Compnter, Inc.

File Edit Session Manage Help
LI
BE a Ol e 2
S C . 2410216810241 |
IPMIDomain =~ & v Q £ &
‘921531“2“ System Name  192.168.10241
=) (92 16810242
] 15216810243 IF dddess 19316810241
Description 192.168.10 241
Login1D | ADMIN
e —
[Z] save 1D and Pessword
=
Groups B&&® .
1EMI Domein (4/4)
Version : IFMI 2.0 RMCP+
Cipher Suite ; RAKP-HMAC-SEAL, HMAC-SHA1-96, AES-CBC-128
Login | Event Log | Sensors | IPM Device | EMC Setting | Users | Text Console | KVM Console | Victusl Media
[RMCP+ Open Session successtul

Figure 4-1

File Edit Session Manage Help

AEAQEE® Q6 N
SUPERMICR® = ="

IPMIDomain A ¥ Q@ £ @
Export Entries

System Event Log

- SEL Version: 1.5

) New System3 ® 4l i

=

E}J 1921681168 o - Total Entries: 171

EJJ New System2 ) From 1 ‘ To I 171 Free Space:  £820 bytes

=) 192.188.1.227 Recent Entry Added:  12/08/2009 16:44:43 Tue
E,J New System1 [ Get J [ Export ] Recent Entry Erased:  01/01/1970 00:00:00 Thu

Clear All Entries
Current SEL Device Timestamp: | 12/09/2009 14:44:28 Wed e

Sensors| IPM Device | BMC Setting| Users| Text Console | KVM Console|

Get SEL Time succeeded

Figure 4-2

15
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System Event Log

All: Click this radio button to select all events.

From...to: Click this radio box to select a portion of events.

Get: Click this tab to get the event logs.

Export: Click this tab to export event logs to a file.

Clear All Entries: Click this tab to clear all event log entries.

Current SEL Device Timestamp: This item displays the timestamp of the

current SEL device.

Set Timestamp: Click this tab to set the timestamp for the system selected.

Refresh: Click this tab to refresh this page.

16
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5. Sensors

This feature displays the status of each sensor used to monitor system health as

shown in Figure 5-1.

;: IPMI Yiew ¥2.9.18 (build 130410} - Super Micro Computer, Inc.
File Edit Resion banage Help

Eeaane R6
SUPERMICR®

i IPMIDomain =~ = - O £ @
-~

Ttem.
Status
AT Tnput Voltage
) 10.133.176.170 AC Input Current
= 10.133.176.142 = D 177 Output Voltage
) 10133176172 DC 12¥ Output Current
10133176152

=) 10.132.176 106
) 10.132.176 188

=) 10.133.176 129 DC 12V Output Power

110133176 85 AC Input Power

=) 10.132.176 160

=) 10.132.176 107 BRI il g
=) 10.132.18011 ] -408P- | CPUTemp Syster Temp

“lin12t 17 at b

" @ inimimimiztmizia] 1 1T 1| | (@yeiekmbtets | 111711
25 Groups E&s®
PI-DIMMA] Temp P1-DIMMAZ Temp I

__t IPMI Domsadn (10(...

Hide inactive item
[] Show History

Refreshevery |60 seconds[ Refresh How ]‘ [ Bave Layout ]

[ Login | Event Log| Sensars | TPM Device | BMC Setting | Users | Text Console | K¥M Console|

Refreshing sensors' status completed

Figure 5-1

e Fans: This window displays fan status.

e Voltages: This window displays voltage readings for various devices.

e Temperatures: This window displays temperature readings for various devices.

e Sensors: This window displays the devices being monitored.

e PSU: This window includes three tabs: PMBus, FRU, BBP (Battery Backup
Power). Click each tab to view the information.

o Refresh Every X seconds: Enter the number of seconds for the system to
refresh.

o Refresh Now: Click this button to refresh the Sensors page immediately.

e Save Layout: Click this button to save the current layout setting.

e Hide inactive item: Check this box to hide inactive items.

e Show History: Check this box to display the sensor records.

17
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5.1 Discharging Battery

1. The battery can be automatically or manually discharged. In the PSU dialog box

(see Figure 5-1), click the <BBP> tab.

_ .
i IPMI View V2.9.14 (build 121115) - Super Micro Computer, Inc. [E=SEEN 5
File Edit Session Manage Help
Bl e @0 e Re
S o || 119216833119 | & 192.168.12.137
UPERMICR® || —r
i PMIDomain & w 3 £ 9 || |FMEus| FRU | EBP
st
& 1021682301 | EBP 2 (Click Setting)
3 102.160.23.97 Menfactuer SUPERMICRO)
= 1921682394 Vodel Name FWS-205E-1 B
& 1921682398 | {1 Seriel Froamber FI0EEYC20E 013
) 192168 22100 Product Verson 12
& 19216823101 Firmware version 10
) 102.168.22.104 Batiery Voliage 15667
& 192.168.22.106 Battery Current 357 4
& 192.168.23.108 Batiory Pack Temp sacen
=) 19216825 109 Power Watogs 00w}
= 19216823112 | e Commt 7
& 19316823157 || I Betery Power St Normal
Remaining Energy 100
Diss Hons
Disshargs Setting A (21 days)
Disoharge Remsining Days I da
T00Eq

=] 172.31.17.140
11723117148
& 192.168.12.137

[ IPMI Domain (14/...

Biattery Status #

Eattery tatus

[FULLY CHARGED][DISCHARGING]|

Hide inastive item

Refrsshevery 60 = | ssconds | Refoesh How
[ Shew History

Login | Bvent Log| Sensors | 1M Device | BMC Setting | Users | Text Comsale | KM Console|

Refreshing sensors' status completed

Figure 5-2

2. Click the top right field BBP2. A dialog box appears.

3. Select <Auto> and type desired number of days for the battery to discharge

Battery Discharge Setting -

==

Discharge
@ Tser (Wil discharge dmumediately)
e T

Figure 5-3

automatically, or select <User> to manually discharge the battery. Click <Update> to

start.

18



Supermicro IPMI View User’s Guide

6. IPM Devices

Click the IPM Device tab of the IPMI View management session in the Viewing

Window (shown in Figure 6-1) to display the information and functionality of the BMC

firmware installed in the system.

:j IPMI Yiew ¥2 918 (build 130410) - Super Micro Computer, Inc._
File Edit Sesson Manage Help

bl Ao e R
SUPERMICR® ="
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) 10.133.176.108
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Figure 6-1

e Device Information

This shows the revision levels of the BMC and IPMI firmware.

e ACPI System Power State

This shows the power state of the managed system. If the managed system is in a
power-off state, the green light will be off. It will be updated automatically every five

seconds.

o Graceful Power Control (Administrator and Operator only)
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Graceful shutdown will inform the OS running on the managed system to
shutdown within a specified time. When the OS running on the managed
system receives a graceful shutdown request, it will start to shutdown system.
This behavior is via ACPI by emulating a fatal over temperature.

Graceful Shutdown: This feature has the same function as “shutdown” in the

Windows. Using this feature will cause the managed system to enter the S5 state.

Power On Icon: Click on the Power-On icon to power on or power off the device.

Chassis Power Control (Available for the Administrator and Operator only)

This feature is used to manually control the power state of the chassis of a managed

system. When the BMC receives the power control command from the chassis, it will

have direct control over the power button or the reset button of a system.

Power Down: This feature will power off a managed system as it would when the

Power-Down button of the chassis is pressed.

Power Up: This feature will turn on the power of a managed system as it would

when the Power-Up button of the chassis is pressed.

Power Cycle: This feature will turn off the power of a managed system for a few

seconds and then turn on the power of the system again.

Reset: This feature resets a managed system as it would when the Reset button

of the chassis is pressed.

BMC Cold Reset (for the Administrator only)

Clicking the Cold Reset button allows you to reset the BMC. After confirming the

reset of the BMC, the session will be terminated immediately. The user has to close

this session manually. This feature is rarely used. It is only used for an event when

you suspect a system malfunction for example.

UID (Unit Identifier) LED
e Blink UID LED: Click this table for the UID LED to blink when the unit in

guestion is identified.
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o Refresh
Click this tab to refresh this page.

e Fan Speed Mode
Select the desired fan speed mode and click Update. Note that available speed

options vary.
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/. BMC Settings

(Available for the Administrator only)

Click the BMC Setting tab of the IPMI View management session in the Viewing
Window (as shown in Figure 7-1) to display detailed information on the BMC LAN

Configuration, SNMP trap configuration and the serial port status.

BMC LAN Configuration
i [T | e s
Subnet Mask I:I LAN MAC must be correct while update
AN | e AN
SHMP
Conmts [y
SNMP Trap Receivers IP Lddress
0.0.0.0 ~
0.0.0.0
0.0.0.0
0.0.0.0
0.0.0.0 3
LAMN Interface
() Dedicated () On Board LAN1 (@) Fadlover
Login | EventLog | Bensars | [PM Device || BMC Set'l:ing§| Tsers | Tewt Consols | KVM Console

Figure 7-1

e BMC LAN Configuration

This feature displays the IP address, the LAN MAC, the Gateway IP, the Gateway
MAC and the Subnet Mask of the BMC and allows you to modify these settings.
NOTE: please make sure that the MAC address of the LAN and the gateway for the
BMC are correct before updating it by clicking the <Update> button. Be careful to
enter the correct values especially for the LAN MAC. If you enter the wrong LAN

MAC, IPMI View will not be able to connect to that system any more.
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If you accidentally enter a wrong LAN MAC value, you may use the IPNMAC.exe
command in the IPMI Solution/Utility subfolder on this CD to update it. To activate
IPNMAC.exe.,which is a DOS command, you must first boot your managed system to
DOS, and then execute IPNMAC.exe on the managed system. You can also enable
the VLAN (Virtual LAN) Tag setting by clicking on the “Enable VLAN Tagging” box on
the right and enter the value on the VLAN Tag field to configure VLAN Tag setting.

e SNMP

This displays the SNMP trap configuration of the system that needs to receive the

SNMP traps generated by the BMC to allow you to modify the settings. To change

the configuration on the BMC, enter the SNMP community name in the Community
text field, and enter the IP address as well as the MAC address in the SNMP Trap

Receivers table in the SNMP group. Then, click the <Update> button.

The SNMP Trap may have multiple destinations. When any critical error occurs, an
SNMP trap packet will be sent to all receivers in the list. To remove an SNMP
receiver, you may change both IP and MAC addresses to 0.0.0.0 and
00:00:00:00:00:00 respectively. Then, click <Update>.

For a system to receive the SNMP traps, you must install and run an SNMP trap
receiver program. The managed system will send out an SNMP trap packet to all
receivers when an event occurs. If an SNMP trap receiver is not running, the trap

packet is discarded, and cannot be queued anywhere.

e RS232/MODEM (available for IPMI 1.5 only)
This displays the configuration of the RS232 interface on the BMC. It is used to
initialize the RS232 port and the installed modem, if any. The RS232 port is the box-
header (Figure 7-2) on the BMC, and a dedicated serial port.
e Baud Rate: It is the baud rate for serial connections, which will not affect
paging settings.
* Modem Init String: This is the modem initialization string for serial link

connections, which will not affect paging settings.
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Figure 7-2

LAN Interface

Dedicated: Click this radio box to use the IPMI-Dedicated LAN as the default
LAN connection.

Onboard LANZ1: Click this radio box to use the onboard LAN port 1 as the
default LAN connection.

Failover: Click this radio box to enable Failover support.

Update: Click this tab to update LAN connection status.

Refresh: Click this tab to refresh the page.
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3. Users
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Figure 8-1 (For IPMI 2.0)
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Click the Users tab of the IPMI View management session in the Viewing Window (as
shown in Figure 8-1 and 8-2) to display detailed information on the Users

management, and paging severity thresholds for IPMI 1.5.

We strongly recommend that you change the password immediately for

security reasons.

e USERS
* User Name
IPMI View allows you to add or delete a user, to change a user’s password, to set

and update user privilege settings by clicking the appropriate tabs.

* Privilege

This feature allows you to set and update privilege level for a user or delete a
user from the list. There are six privilege levels, Callback, User, Operator,
Administrator, OEM, and No Access. Only the first four privileges are supported.
Privilege Levels determine which IPMI commands a user can execute over a
channel. Privilege Limits set the maximum privilege level that a user is allowed to
operate at. A user is granted certain privileges for each channel, and the user can
operate at a privilege level that is granted. Click the “Update Privilege” to change

the privilege level setting for a user.

Group Privilege Levels

Callback This may be the lowest privilege level. Only those commands that
are used to initiate a Callback are allowed. (Available for IPMI 1.5
only.)

User Only the basic commands are allowed. These commands are used

to read and retrieve data, to modify BMC configuration settings, or to
write data to the BMC or other controllers. Actions such as resets,
power on/off, and watchdog activation are not allowed.

Operator All BMC commands are allowed, except for commands that can
modify out-of-band interface settings. For example, the Operator is
not allowed to disable individual channels or change a user’s access
privileges.

Administrator | All BMC commands are allowed, including modifying commands. An
Administrator is allowed to execute configuration commands that
disables the channel over which the Administrator is communicating.
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* SOL (Serial-Over-LAN)
This feature allows the user to configure SOL settings. Click “Enable” to
enable SOL support. Click “Update SOL Privilege” to update a user's SOL

privilege level.

Click Paging Setting to set the parameters for an individual user (Figure 8-3).
There are two types of paging services: Numeric paging and alphanumeric
paging. To use a paging service, a modem must be connected to the RS232
connector on the BMC (Figure 7-2).

& Faging Sethng
Us=er Mame

Pager Mode

Paging Service Mumber 099 2505132

Mumeric Meszage | SO0E#R

Modem Init String | ATL1M1X355=2E

Dial String | ATDT

Upddate ” Cancel ][ Test Paging

Figure 8-3

e FRU (for IPMI 2.0 only)

This provides useful information on the board and the product, including the serial
number, part number, and the components of the motherboard. Click the “Update
FRU” tab to update board information and product information, including information
on the manufacturer, the name of firmware, the serial number/ the part number of the
motherboard, and the part/model number of the BMC firmware, the version and the
serial of the IPMI/BMC firmware.
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e PAGING/SEVERITY (for IPMI 1.5 only)
Use paging severity settings to determine when a user will be notified of an entry of

the system event log (SEL).

The following settings are available for each group:

None When this setting is selected, user notification for this group is disabled.

Warning When this setting is selected, the RMC will notify the user when SEL

entries for the group exceed the warning thresholds.

Critical When this setting is selected, the RMC will notify the user when SEL
entries for the group exceed the critical thresholds.

All When this is selected, the RMC will notify the user of all entries of the

SEL events for the group.

All warning and critical thresholds are predefined by Supermicro based on hardware

design.
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0. Text Console Redirection
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rial-Over-LAN)

File Edit Session Manage Help

e agdoe

RO

) 192.168.1.168
—) 192.168.1.227
= 192.168.1.38
____J) New System1
) New System2

e

I IPMI Domain (1/6) |

SUPERMICR® |

[ PMiDomain A v @ & & |

& 1921681.38 |

Power Status: () On @

Baud Rate (bps): | 115200 v | [JUTF8 = AMCR« Encoption

TDQI;I TEvent Log Sensors| IPM Device| BMC Setting || Usersfé'_]_'_g;.(_['_ggn_g"g[gﬂ K¥M Console

tiel ACPI Power State succeeded

Figure 9-1

Click the <Text Console> tab on the bottom tool box (shown in Figure 9-1) to enable

Text Console Redirection support, which will allow you to control a remote system

from a text mode console. Click the <Start> button to start the text console

redirection. Click the <Stop> button to stop the text console.

® BMC for IPMI 1.5

Console Redirection is not supported by the IPMI specification V1.5. Supermicro

provides this useful feature for a manager to control the managed system from a

remote location. When a managed system is booting up during the POST routine,

and no other software

application are available for you so that you can gain control
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over console redirection, IPMI View provides you with this valuable feature. Console
Redirection will redirect the monitor of a managed system for IPMI View use and

allows you to send the key codes to the managed system.

When a managed system changes its video mode from Text Mode to Graphics Mode,
a termination notice will be sent to IPMI View to terminate the console redirection.

Text Console Redirection only works with the text mode.

Important Note: Console Redirection can cast a very heavy load on a managed
system. It will redirect the whole monitor to the manager’s system, and it will slow
down the managed system significantly. We suggest that you use this function only
when you absolutely need it. For other applications, a proper console redirection
software application (pcAnywhere, Symantec Corporation) or a remote login protocol
(telnet) is recommended. When you finish your remote operation, click <Stop> to
terminate console redirection to take the load off the managed system.

® BMC for IPMI 2.0

Serial-Over-LAN (SOL) was designed to support Text Console Redirection based on

the IPMI specification V2.0. This function performs better in IPMI 2.0 than in IPMI 1.5.

The Text mode console is supported by the Windows 2003, even when the OS is

running. To support Text Console Redirection on the Windows 2003, Special

Administration Console (SAC) must be enabled. The following instructions are used

to enable the SAC:

1. Enable Console Redirection in the BIOS, and set it to COM 2 (or COM B)

2. Modify boot.ini in C:\. Boot.ini is a hidden file. An example of boot.ini is listed
below.

[boot loader]

redirect=com2

redirectbaudrate=19200

timeout=30

default=multi(0)disk(0)rdisk(0)partition(1)\WINDOWS

[operating systems]

multi(0)disk(0)rdisk(0)partition(1)\WINDOW S="Windows Server 2003, Standard"

/fastdetect /redirect
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To enable Text Console Redirection support on a Linux Platform:
1. Host A with the IPMI BMC installed (for the Linux Platform):

a) BIOS POST:
(i) Enable "Console Redirection" in BIOS Setup.
For example, COM2 / 19.2Kbps / 8N1

(if) Disable "Enable Console Redirection after POST" in the BIOS setup.

b) Boot Loader:
(i) For GRUB,
add the following TWO lines into /boot/grub/grub.conf, but
comment out "splashimage=(hd0,0)/grub/splash.xpm.gz"
serial --unit=1 --speed=19200 --word=8 --parity=no --stop=1
terminal --timeout=10 serial console

#splashimage=(hd0,0)/grub/splash.xpm.gz

(i) Then add "serial console=ttyS1,19200n8" to the end of kernel /vmlinuz in

/boot/grub/grub.conf.
For example:
kernel /vmlinuz-2.6.5-1.358smp ro root=LABEL=/ rhgb quiet serial
console=ttyS1,19200n8
This will result in all boot messages being output to the console ttyS1, but

you will not see
All these boot messages on the local console until the login message

prompts.
c) LINUX OS:
(i) Add the following line into /etc/inittab.
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s0:2345:respawn:/sbhin/agetty ttyS1 19200
(i) Edit /etc/securetty and add ttyS1
2. Host B with IPMI View installed:
a) Install and run IPMI View.
b) Log in Host A with the IPMI BMC installed as Admin.
c) Start Console Redirection in IPMI View immediately after the Host A

reboots.

You will see the BIOS POST, the boot loader, and the Linux OS messages
and prompts.
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10. KVM Console (KVM-Over-IP

for Video Redirection)

KVM Console Redirection is a new feature included in the Supermicro Intelligent
Management (SIM) Module. If Video Console Redirection support is enabled, the
remote screen will be redirected to IPMI View. BIOS POST, BIOS settings, DOS,

Windows or Linux OS screens can all be redirected to IPMI View.
Click the <Launch KVM Console> tab to launch KVM console redirection.
Figure 10-1 shows sample screenshots of Video Console redirection. The screen of a

remote managed system will be redirected to IPMI View. You will see the screen of

the remote system just as if you were sitting in front of the system.
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buttons that can be used for video console as shown in Figure

Zoom In
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Quick Shot

Screen Capture
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Figure 10-2 Video Console Toolbar

ection:

start video redirection. IPMI View will automatically start the

video redirection when you click the Video console tab.
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0 Stop Video Redirection:
This button is used to stop video redirection. To stop video redirection, press this
button again to stop it. Please note that the drive redirection will continue to work

when it is enabled.

@1 Full Screen:

This button is used to maximize the size of the remote video screen on the local
computer display. You may press <alt + enter> to return to the original mode. Please
refer to Figure 10-3.
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Screen Capture:
This button is used to capture the screenshots of the remote managed systems. You
will see a file-save dialog box with a preview image. Select the directory and filename

to save it. The file format can be PNG or JPG.

@ Quick Shot:

This button is used to capture quick screenshots. You will need to first specify a
directory where you want to store quick shot images. You will see the quick shot
images in the quick shot panel. Please refer to Figure 10-4.
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45! Open or Close a Quick Shot Panel:
This button is a switch used for opening or closing the quick shot panel. Double click

the image in this panel to show a full-size window for viewing.

®‘ Zoom In:

This button is used for zooming in the screen (up to 300%). Please refer to Figure
10-
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@% Zoom Out:
This button is used for zooming out. The maximum zoom out percentage is 10%.
Please refer to Figure 10-6.
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[100% =] select percentage for Scaling Screen:

This combo box allows you to select the setting of screen scaling, either 10%, 25%,
50%, 75%, 100%, 200%, 250% or 300%. An additional selection allows you to scale
to fit with the IPMI View window size.

(i ADEL Send Ctrl + Alt + Del to Remote:

This button is used to send the <Ctrl + Alt + Del key >combination to the remote
system. It is useful when the remote system is running in the BIOS, DOS or Windows

environment.
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B Auto Adjust Screen:

This button is used to adjust the screen automatically. Press this button if it's difficult

for you to see the whole screen.

Optionz

Options:

You can select more options here. The list of options is listed below.

Monitor Only: Use this feature to display the remote screen only. The keyboard
and mouse will be disabled.
Readability Filter: This item uses algorithm to improve screen display. This will
allow you to see the text content easier when you scale the screen.
Local Cursor: Use this to change local cursor settings.
Chat Window: This feature allows the user to chat with each other via the IPMI
connection. Please refer to Figure 10-7.

17 192.168.10.24 Chat X

jim@IBM-DDCE4 107030 super j=> test
root@l inux{super )= 456

Jim@IBM-DDCE41070D3D(super) | I~ Beep

Figure 10-7 Chat Window

Video Settings: This feature allows you to configure the advanced video settings.

Please refer to Figure 10-8.

017 ¥ideo Settings 3

Brightness | | o 70
ConfrastRed 4 | I | 114
Contrast Green _+ | ] | 110
Contrast Blug | ] | 112
Clock | I o 1244
Phase | I 29
Horizontal Offset _+ | Il | 308
Vertical Offset <« | | 34
i | Reset Al Modes |
Save Changes | 1,024x768 B0Hz Undo Changes

Figure 10-8 Video Settings

Refresh Video: This feature allows you to refresh the video screen.
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* Soft Keyboard: A virtual keyboard is provided for easy input. It also provides

localized keyboard mapping. Please refer to Figure 10-9.

English (United States) 104pc X
sy  F1|F2|F3|F4|F5|FE|FTIFS|FEF1ajF11/F12) Prr & | Brk
[zl zels]6]7lelalo]- [=[=n[~]t[&]r][*]-
I!—quertyuiop[]<JD.3||EndI'\‘1‘I+
dhlals|d| flalh|jfk{I|{;]"|! |5
v zfx|c|vlblnm|, .| /] & +| Ed+ | T
Cirl | St/an at |stel o |« [+ | ins el

Figure 10-9 Soft Keyboard

* Local Keyboard: This feature allows you to set local keyboard mapping settings.
* Encoding: This feature supports encoding for the video screen. The options for
encoding are “Predefined”, “Compression” and “Color Depth”.

Status Bar
Figure 10-10 displays the status bar for the video redirection.
Message Frames per second and In/Out bytes per second
4
Start Yideo redirection Fps: 20 In: 184 KB/s Out: 204 Bl= ij @

Share Mode J Monitor Mode
Figure 10-10

Start Video redirection
Message:

This section displays tool tip information and the video redirection status.

Fp=s: 20 In: 184 KB/= Out: 204 Bl=

This section indicates the number of the frames displayed per second, and Input
(Kbytes per second)/ Output (bytes per second).

3i
44 share Mode:
This icon indicates the status of screen-sharing on the remote system. If there is only

a
one user using the video redirection of a remote system, the icon will look like & | If

two or more users using the video redirection of the same remote system, the icon

[

a
will look like &4
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-
= Monitor Mode:

S
This icon displays the status of monitor mode. When the display looks like it

indicates that you can use the local keyboard and the mouse to control the remote

screen. When the display looks like % , it indicates that the local keyboard and the
mouse are not available. If you select the option “monitor only”, the keyboard and
mouse will be disabled.
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11. Virtual Media

The Supermicro Intelligent Management (SIM) Module provides a Virtual Media
feature, which includes a Virtual USB Floppy, a CD-ROM image and Drive

Redirection.

Figure 11-1 shows the Virtual Media GUI. The Virtual Media Status section displays

the current virtual device status. There are two virtual drives available.

Floppy Image Upload allows the user to upload a floppy image as "floppy" located at
the remote host. The floppy image uploaded shall be in the binary format with a
maximum size of 1.44MB. It will be loaded to the Supermicro SIM card and emulated
to the host as a USB device.

The CD-ROM Image on the “Windows Share” allows the user to configure Windows-
Share settings. It allows you to decide how you want to share the data stored in your
shared folder with the users on the remote host system.

Drive Redirection makes local drives accessible to other users via console redirection.

This function allows you to share your local drives (floppy, CD-ROM and HDDs) with

users on remote systems.
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[ 197.168.10.241

Wirtnal Media Status
Dirgve 1 Diive 2
Type : Floppy tmage Emptyr
Eead / Write mode: Writable
File name : floppyr.img (1474560 butes)
Flopper Image Tpload CD-ROM Tmage on Windows Shase
Drive: |12 = Open l [ Upload Dirive: E i
Floppy Image file: Share host:
CMloppoy img Share naome:
Path to image:
Upload floppy image done User (optional):

Pazpwond {optional):

Drive Redirection
Dirive 1: Mot connected

Dirive Redirection disconnected

Drve 2:[ Comnect Drive ” Comnect IS0 [Hot connected

Dirive Redirection disconnected

(@i ] ®

Login || Event Log | Senmors | IPM Dewice | BMC Setting || Users || Text Console || KV Console | Wirgal Media

Figure 11-1

Floppy Image Upload

As shown in Figure 11-2, click <Open File> to select the file that you wish to upload to a
specific host drive of your choice. Click <Upload> to upload the floppy image. Please
wait for the uploading process to complete. The virtual floppy will be activated after the
floppy image is uploaded.

Floppy Image Upload

Drrivve:
Floppy Image file;

Cloppy dmg

Uploading floppy image

[ ]

Figure 11-2

43



Supermicro IPMI View User’s Guide

CD-ROM Image on Windows Share

Please refer to Figure 11-3 for the following items.

Drive: Specify the drive that you want the remote host to share.

Share Host: Enter the IP Address or the name of the system you wish to share
data with via “Windows Share”.

Share Name: Enter the name of the shared data in the remote host.

Path to Image: Enter the location of the source file that you wish to share via
“Windows Share”.

User/Password (Optional): Enter the user and password for the person to
access the data that you want to share, and click the <Set> button to enter your

selections as shown in Figure 11-3.
CD-ROM Image on Windowes Share

Driwe: [2 w

Share host: 19216810417
Share name: =0
Path to image: ch IS0

Uzer (optional);

Paz=word (optional):

Figure 11-3

Drive Redirection

As shown in Figure 11-4, Drive Redirection supports both local drive and the ISO file.

When you click the <Connect Drive>, a dialog will show up as figure 11-5.

Local Drive List: This box displays a list of local drives available for remote
access. Select from the list a local drive that you want to make accessible for a
remote server.

Refresh List: Click this button to refresh the local drive list.

Write Support: Check this button to allow the remote operating system to have
write access to the drive that you have selected. This function allows a user to
alter, overwrite, erase and destroy data stored in the drive selected. This feature
should only be used with non-critical data. Select the drive and click “OK” to start

direct redirection.
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The second type of drive redirection is “Connect ISO”. You may redirect the
ISO file directly from your file system. Click this button and select an 1SO file

to start this function.

Drive Redivection

Drrive 1:[ Connect Drive ” Connect I30 ]Notconnected

Cancelled Drive redivection

Dirive 2:[ Connect Drive ][ Connect I30 ]Notconnected

Drrive Redirection disconnected

Figure 11-4
:j Select a drive to redirect @

C: (Hard Disk) v [ Refresh List ]

[ ] Enable Writs support

(o ) (Comet |

Figure 11-5

Stop Active Drives

As shown in Figure 11-6, click <Stop Drive 1> to disable Drive 1 and Click “Stop Drive
2” to disable Drive 2. The <Refresh> button is used for refreshing the Virtual Media
settings. If you want to stop or change the type of a virtual drive, you first need to stop it.

[ @stopDrivet || @ StopDrive2 | [ Refiesh

Figure 11-6
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12. Group Management

Group management is a way to manage multiple servers at the same time. For
example, you can query the fan sensor readings from multiple servers and note their
differences. Also, you can simultaneously power on or off multiple servers at the
same time. As shown in Figure 12-1, click <Manage Group> to show group
management. In group management, you can select multiple servers from the host
group on the left and manage them with the functions provided. You may re-arrange

groups of servers in the group list to make server group management easier.

:: IPMI Yiew ¥2.6.20 (build 070927) - Super Micro Computer, Inc. r;”ElE‘

Fil: Edit Session M Help
EINETEE X
S . j Group Management
UPERMICR. Faﬁ‘Tempemmre Voltage | Sensors| EventLog | ACPIL | Power| LAN Config FRU | Text Console | General Info

i IPMI Domain =~ A - @ 8 | =
- 3 Z0ME

Fan
= -1 Systern. Name: Ir Sensor Neme Reading Unit Low Limit
[l 19216810243
125l Groups
MM 1PMI Domain (4/4)

[] Refresh every secomls
Get Virtual Media informetion done

Figure 12-1

In the group management, a Login ID and password are required. Click <Manage >
Setting to set the login information. Please note that IPMI View will use this account
to login to multiple servers. (Figure 12-2)

Group Login Sething gl

j) LoginID ADMIN|

save I and Password
# Administrator level ie required

Figure 12-2
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IPMI View provides various tools for group management. As shown in Figure 12-3,
group management can be grouped to the following categories.
. Fans
. Temperature
* Voltages
. Sensors
. Event Log
* ACPI
. Power
. LAN Configuration
* FRU
*  Text Console
. General Information
Group Management
Fah | Tempersture | Yoltage | Sensors | Event Log | ACP! || Power || LAM Config || FRU | Text Conzale | General Info

Figure 12-3

Fans

After you've selected multiple servers and clicked the <Fan> tab, a window wiill
display as shown in Figure 12-4. You can use <Ctrl+Click>, <Shift+Click> or draggin
your mouse to select servers. Click the <Query> button for IPMI View to collect the
fan readings from the selected servers. The information listed in the table shows the
fan status of the selected servers. If a fan reading is colored in red, the fan may be
broken, not installed, or the reading is below the lower limit. When this occurs, the
Administrator should take precautionary measures to ensure that the system

functions properly.
You may refresh the fan status by checking the Re-flash checkbox. IPMI View will

refresh the fan status based on a preset schedule. Please note that IPMI View will

not refresh if you switch to another tab.
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7 IPMI View ¥2 6 20 (build 070927) - Super Micro Compuier, Inc_

Fila Edit Session Mansge Help
BE A gD R
S C . Group Management
UPERMICR Fan | Temperstue | Voltage | Sensors| Event Log | ACP1| Power| LAN Config | FRT | Text Consnle | General Info

Fon

i Systern Wame Ir Sensor Name Reading TUnit Low Limdt

= g; i:gig ;ﬁ 19716810241 [192168.10241  [Fenl RPN 600

&l 19%.168.10 341 192 168.10.241 [Fand2 k700 RFM 600
19%.168.10 241 192 168.10 241 [Fan RFM 600
19%.168.10 241 192 168.10.241 [Fand RFM 600
192.168.10 241 102.168.10.241 [Fans RFM 600
192.168.10 241 102 168.10.241 [Fans RFM 600
192.168.10 241 192.168.10.241 [Fan7iCP UL RPM G
192.168.10 241 192.168.10.241 [FangiCPUZ 1500 RPM 600
192.168.10 151 192 168.10.131 [Fanl RPM 600
192.168.10 151 192 168.10.131 [Fan2 RPM E00
193.168.10 131 192 168.10.131 [Fan’ k00 RFM 600
193.168.10 131 192 168.10.131 [Fand RFM 600
19%.168.10 131 192 168.10.131 [Fans RFM 600
19%.168.10 131 192 168.10.131 [Fanis RFM 600
192.168.10.131 192.168.10.131 [Fant7iCFU L RFM 600
192.168.10.131 192.168.10.131 [FangiCFUZ RFM 600

roups Bdde
g [PMI Domain (5/5)
] Reefrech every e Last updated 2007/10/01 15:55:06 (16)
Finish

Figure 12-4

Temperatures

The screen shown in Figure 12-5 indicates that multiple servers have been selected,
and the Temperature tab is pressed. Clicking the <Query> button allows IPMI View to
collect the temperature readings from the selected servers. The information listed in

the table shows the temperature settings of the selected servers.

T IPMI View ¥2.6.20 (build 070927) - Super Micro Computer, Inc.

Fl: Edit Seson Mamge Help
BEa i@ 2
S C . Group Management
UPERMICR¢ Foa| Tempesatore | Voltege | Sensars| EventLog | ACFI | Fower | LAN Config| FRU | Text Console | GenerslInfo
i IPMIDomain =~ & v @ £t &
W o
Temperstue
System Neme i3 Sensor Name Reading Tnit High Linit
] 190168 10.242 19716810241 [1921€B10241 KU Temp | 50 degree C 750
) 19216810243 o CErE
19316610341 (19216810341 CFU Temp 2 30 degiee 750
19216810341 (19216810341 P Temp 3 i degies © 750
19216010341 (19216810341 CPU Temp 4 i degres © 750
19216010241 (19216810041 s Temp 20 degree © 750
19216010131 1921660131 KCPU Temp a0 degree © 750
19216010131 19216610131 CPU Temp 2 0 degree © 750
10216810131 [152168.10.151 s Temp o degres C 750
Groups FEEE
TEMI Domain (5/5)
[ Refreshevery N lastupdated 200711001 15:59:25 )
Finish

Figure 12-5

48



Supermicro IPMI View User’s Guide

Voltages

Sensors

O IPMI View ¥2.6.29 (build 070927) - Super Micro Computex, Tnc.

Fie Edit Sesion Manage Help

AE e S0

R @

the voltage status of the selected servers.

shown in Figure 12-6. Clicking the <Query> tab will allow IPMI View to collect the

SUPERMICR®
IPMIDomain = & v § &

162.168.10.240
7 10216810241

Mg [PHI Domain (5/5)

Finish

B&de

Group Management

B

Ihze

Fan|| Tempersture | Voltage | Sensore | EventLog | ACE! | Power | LA Config| FRU | Text Cansole | Genersl Info

Systern Name | TP SensorName | Reading Uit Low Limit High Limit
19216810341 [191.168.10.341  CPU1 Veore 32 Vol 108 L61
15216810241 (19216810241 [CPUZ Yeore ] Vol 108 L61
19216810241 19216800241 3V b} Vol 256 261
10216810241 |102.168.00.041 5V i} Wl 448 549
10216810241 10216810241 13V 16T Vol 1075 B3
[57168.103¢1 [192.16810341 (127 126 Vol 132 -108
19216810241 19216810241 15V 147 Vol 134 164
19216810241 19216810241 5VSE 75 Vol 448 549
1021681021 (10216210241 [VBAT 24 Wl 29 367
10216810131 (10216810131 (CPUI Veore 1% Vol L8 L6l
15716810131 19216810131 _[CPUZ Yeore ] ol LO8 L6l
15216810131 19216810131 337 (3 Fols 25 56
19216810431 19216810131 57 At Vol 448 543
10216810131 10216800131 12V E2) Wl 1075 1334
10216810131 10216210031 BVSE =S Vol [ 549
10716810131 10216810131 [VEAT 15 Vol 296 283

[ Refrech every (60 o | seconds

st updaded 2007/1001 15:59:27 (16)

the reading will be in red.

Figure 12-6

DT IPMI Yiew ¥2.6.29 (build 070927) - Super Micro Computer, Inc.

Fie Edit Sesion Mumage Help

AE e 30

2 ®

SUPERMICR®

10.24:
] 102.162.10.243

Finish

=] Groups Bé&&D
g TPMI Domain (515}

Group Management

Fan|| Terpersture | Voltage| Sensors | Event Log | ACPI | Power | LAN Config | FRU | Text Consale | General Info

200

Power Suppy and Intrusion

System Hame i Sensor Name Status

192.168.10.241 192.168.10.341 Intrusion [Chassis OF. |
15216810241 192.168.10.341 [ower Supply [Power Supply O |
15216810131 192.168.10.131 [nbrusion. [Ehass Opensd | |
15216810131 192.168.10.131 [ower Supply [Power Supply OF |

[ Retreshevery |60 v secands

st updated 200711001 15:59:32 (4)

Figure 12-7

After selecting multiple servers and < Voltages> settings, you will see the display as

voltage readings from the selected servers. The information listed in the table shows

After selecting multiple servers and clicking the <Sensors> tab, you will see the
window as shown in Figure 12-7. Click the <Query> button for IPMI View to collect
the sensor readings from the selected servers. The information listed in the table
shows the sensor status of the selected servers. The window here shows the chassis

status and power supply status. If the chassis is opened or a power supply has failed,
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Event log

After selecting multiple servers and clicking the <Event Log> tab, you will see a

display as shown in Figure 12-8. Click the <Query> button for IPMI View to collect

the event logs from the selected servers. The table below displays the event log of

the selected servers. Select the <Host combo> box to filter the event log data in the

table.

ACPI

After selecting multiple servers and clicking the <ACPI> tab, you will see a display as
shown in Figure 12-9. Click the “Query” button for IPMI View to collect the ACPI state

O} IPMI ¥iew ¥2.6.29 (build 070927) - Super Micro Computer, Inc

Fil: Edit Session Manage Help

fE e B0 Q

2@

SUPERMICR®

Cg 1 321
= 102 165.10 240
0 241
=) 102 168.10.242
5 192.168.10.242

IPMIDomain & ¥ @ £ &

Group Management

mE

SEL
System Nane: | ATl

System Nome i3 Time Stamp
192.168.10.241 (19216810241 [08A0v2007 14:22.09 Fri

Fon | Tempersture | Voltage | Sensors| EventLog | ACPI| Power | LAN Config | FRU | Text Console | General Info

Type | Semsor | EventType
Physical..|Inirusion |De-assertion: Physical Seourity (Chossis [nt A

192.168.10.241 192.168.10.241 08/10/2007 14:24.02 Fri

Fan ([Fan5 Azsertinn: Lower Non-critical - going low

102.168.10.241 102.168.10.241 0BA0F2007 142402 Fri

Fan__ [Fen5 |hsoartion: Lower Criticel - going low

Fan Fan5 Assertion: Lower Non-recoverable - going

192.168.10.241 192.168.10.241 08/10/2007 14:24.02 Fri
102.168.10.241

Fan  [Fan?iC... |hssertion: Lower Non-critical - going low

102.168.10.241 0BA0/2007 142402 Fri
192.168.10.241

Fan FanT/C... | Assertion: Lower Critical - going Jow

192.168.10.241 08/10/2007 14:24.02 Fri
102.165.10.241 i

Fan  [FenTiC... [hssertion: Lower Nom recoversble - going

102.165.10.241 08/0/2007 14:24:02 Fri
192.168.10.241

Fan__[Powers..|hswertion: Lower Non-critical - going bow

192.168.10.241 0B/10/2007 142402 Fri
102.165.10.241

Fan  [PowerS..|hssertion: Lower Crifical - going Jow

102.165.10.241 08/0/2007 14:24:02 Fri
102.168.10.241

Fan Power § | Assertion: Lower Non-recoverable - going

102.168.10.241 0BA0F2007 142402 Fri
192.168.10.241

Fan CPU Q... |Assertion: Lower Non-critical - going low

192.168.10.241 0841042007 14:24:02 Fri

Fan__ |CPUO... |Asoartion: Lower Crificel - going low

102.168.10.241 0BA0F2007 142402 Fri
192.168.10.241

Fan CPU 0. |Assertion: Lower Non-recoverable - going

192.168.10.241 08/10/2007 14:24.02 Fri
102.168.10.241 102.168.10.241 0BA0F2007 142402 Fri
192.168.10.241

192.168.10.241 08/10/2007 14:24.02 Fri

102.165.10.241 ‘192 168.10.241 08A0/2007 14:24:02 Fri

=5 Groups FEE X
Mg 1M1 Domein (5/5)

Finish

192.168.10.241 192.168.10.241 0B/10/2007 142402 Fri

102.165.10.241 102.165.10.241 08/0/2007 14:24:02 Fri

102.168.10.241 102.168.10.241 0BA0F2007 142402 Fri

Fan |Therma.. lhssertion: Lower Non-critical - going ow
Fan |Therma... hseertion: Lower Critical - going low
Fan  |Thenma.. fhssertion: Lower Non recoversble - going
Fan__|Therma.. lhssertion: Lower Non-critical - going bow
Fan [Thenma.. [hssertion: Lower Crifical - going Jow
Fan__|Therma... lhssertion: Lower Non weooversbls - going

192.168.10.241 08/10¢2007 14:34.34 Fri

Fan ([Fan5 Assertinn: Lower Non-critical - going low

102.168.10.241

0BADF2007 14:34:24 Fri

Fan__ [Fen5 |hsoartion: Lower Crificel - going low

192.168.10.241
<

08/0/2007 14:34.24 Fri

[ Refwshevery |60 | sevonds

Fan [Fan5 Asertion; Lower Non-recoverable - gomg %
bd

last npdated 2007410401 16:01:48 (835)

Figure 12-8

from the selected servers. The table displays the ACPI state of the selected servers.

O IPMI Yiew, ¥2.6.29 (build 070927) - Super Micro Computer, Inc.

Fle Edit Session Monsge Help

nE e Odée e

SUPERMICR®

192.168.10.240
[

| 192.168.10 243

Finish

PMIDomain & ¥ § & &

Group Management

Fan| Tempersture | Voltage | Sensors| Event Log| ACPL | Power | LAN Config | FRU || TextConsole | General Info

i3 ACPIStte | Description O
19216310 241 192 168 10241 &0 160 working
192.16810.131  [192.168.10.131  [s0/G0 working

[ Refreshevery |60 | seconds

last updated 2007/10,01 16:02.05 (2)
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Figure 12-9
Power
After selecting multiple servers and clicking the <Power> tab, you will see a display

as shown in Figure 12-10. Click one of the power <Control> buttons to send a
command to the selected server. The text area will show the result.

D7 IPMI View ¥2.6.29 (build 070927) - Super Micro Computer, Inc

Fil: Edit Session Monaze Help

IEA8de R
SUPERMICR. Group Management

perature | Voltage | Sensors|| Event Log|[ ACPL| Pawer | LAN Config | FRU | Text Console | Genersl Into

Soft shutlownvia ACPI) | [ Grocefol Shutlown_ ] [ Groceful Reboot | [ Graceful Power Cycle |

Chassis Pawer Control

[ Power Down H Power Up ][ Fower Cycle ][ Reset ]

Result

[2007/10/01 16:02:42] Sending Power Up to 192,168 10241 QK
[2007710/01 16:02:42] Sending Power Up to 192 16810243 OK

=/ Groups B&&%
M IPMI Domoin (515)

Figure 12-10

LAN Configuration

After selecting a single server and clicking the <LAN Config> tab, you will see a
display as shown in Figure 12-11. Click <Query> to get the information needed from
a single server and copy it to other servers for data-sharing. The text area will show
the results of the query and provide updates. The <Clear> button is used to clear the
text field only; it will not clear the actual LAN configuration from the server.

O IPMI View ¥2.6.29 (build 070927) - Super Micro Computer, Inc.
File Edit Sesion Monage Help

A a gde @
SUPERMICR®

Group Management
Fen|| Tempersture | Voltage | Sensors | EventLog | ACP] | Power| LAN Config | FRU | Text Console | General Info

IPMI Domain A v £ @ | LAN Confizuation
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[2007A0/01 16:03:11] Getting LAN Canfigration from 19216810241 OK
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Finish
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Figure 12-11
FRU

After selecting a single server and clicking the <FRU> tab, you will see a display as
shown in Figure 12-12. Click the <Query> button for IPMI View to get the FRU
information from a single server, and copy it to other servers for data-sharing. The
text area will show the results of a query and provide updates. The <clear> button is

used to clear the text field only; it will not clear the actual FRU data from the server.

DIPMI View ¥2.6.20 (build 070927) - Super Micro Computer, Inc. 9] (=0E3]
File Edit Session Mansge Help

hEagode e

S C . Group Management

UPERMICR Fon | Tempemture | Yolinge | Sensors | EventLog | ACFI | Fowes | LAN Config| FRU | Text Console | Generol Info
PMIDomain A v @ 7 % | FRU

T 15216610131

£l Get | Updae ][ Clear

s

= = Boad Info ProductInfa

== 0241
o
B e [ s [Soi
Name IPMIZ0 Wame IPMIZ0

Serial Number PartModel Number | AOC-IPMIZ0-E
Part Number A0C-IPMIZ0-E Verson 10

Result
[2007/10/01 16:03:41] Getting FRU frarn 192.168.10.241... 0K

=5l Groups
(Mg 1M1 Dormain (5/5)

B&&%

Finish

Figure 12-12

Text Console

After selecting a single server and clicking the <Text Console> tab, you will
see a display as shown in Figure 12-13. Click the <Open> button for IPMI
View to create an internal text console window for the selected server. Click
<Start> to start the text console redirection. The power control buttons
displayed on the status bar provides power on, power off and reset commands,
allowing you to easily power on or power off a remote server. The <Encode>
checkbox is for RMCP+ encoding. Check it to enable packet encoding

between the IPMI View and a server.
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SUPERMICR@ ™ Sroup Management

Fon|| Temperotwre | Toliage | Sensors | Event Log | ACPI | Powe | LAN Config | FRU | Text Console | eneral Info
M IPMI Domain =~ & v © £ &

190,168 10131 192.168.10.241 E‘@|E‘
192.168.10 240

Priv| Administrator + | [JUTF-8 [Z] RMCP+ Encryption Stop Enild:070801
] 10216810 242 ThoeninbIog Se\:up Teilicy
) 107165 10 243 Hain anced ity Bo. nit
Iten Spaclflc Help
[[H§: 05:02] l
Systen Date: [10/01/2007]
<Tab», <3hift-Tab>, or
BIOS Date 01/26/07 <Enter> selects field.
Legacy Diskette A: [1.44/1.25 B
> IDE Channel 0 Master [None]
> IDE Channel 0 Slave [None]
> SATA Fort O [37020M5 SATAD]
> SATA Fort 1 [None]
> SATA Port 2 [None]
> SATA Port 3 [Nione]
Parallel ATA: [Enabled]
Serial ATh: [Enabled]
Native Mode Operation: [Serial ATA]
SATA Controller Mode Dption: [Compatible v
Groups B& &% p [Comp: ]
IPMI Domain (5/5)
Help Select Item Change Values Setup Defaults
Exit Select Menu Select > Sub-Menu Save and Exit.
Fower Control
Opent
Finish

Figure 12-13

General Information

After selecting multiple servers and clicking the <General Info> tab, you will see a
display as shown in Figure 12-14. Select the fields you want to query from the
servers, and click the <Query> button to allow IPMI View to collect the information

from the selected servers.

I IPMI View ¥2 629 (build 070927) - Super Micro Compuier, Inc.

File Edit Session Manage Help

i@ e 00 Re

J Group Management

SUPERMICR. Fan Voltage | Sensors | EventLog| ACPT | Power | LAN Config | FRU | Text Console| GeneralInfo
L

Select Items General Information

RMCE Version Al [ sytomWame | 12 RMCP Versi | Firmware Reversion | TPM] Revision
BE & 19216810131 [192.168.10131 ZORMCP+  [0129 20

IR REverEhn 103 1AE 10241 (10216810241 [Z0RMCR |01 25 20
[] IPMI Revision 19216810243 [192.165.10243 ZORMCP+ |01 44 20

SEL Entries

SEL Version

SEL Free Space
Recent Entry Added
Recent Entry Erased.
MAC Address
Gatzway IP
Clateway MAC
Subnet Mask
SNMP Cummunity

Groups T
WS IPRAI Domadn (545) SHMP Trap Receiver {

SNMF Trap Receiver (v
< >

Selection

@A (O Easie " 5

Finish

Figure 12-14
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13. Trap Receiver

The Trap Receiver is a utility used for receiving traps from the BMC. In the event of a
sensor error or a sensor reading that exceeds a threshold, the BMC will send SNMP
traps to the destinations set in the BMC. The Trap Receiver is executed on the
destination site and receives the SNMP trap from multiple senders (BMCs). If you
select a category, you can see all the traps in that category. Furthermore, when you
click a trap in the trap list, you can see its details in the <Trap Structure> window.

Please refer to the BMC Setting page in IPMI View to set the SNMP destination.

As shown in Figure 12-1, there are several components to the IPMI Trap Receiver.

* Menu Bar: contains pull-down menus for exiting the programs, getting help, etc.

* Tool Bar: contains all IPMI Trap Receiver features.

» Category: categorizes the traps by the sender, community and sensor.

* Trap Structure: It is a tree structure that displays traps in detail.

* Status Bar: shows messages regarding the current status of related components.

* Trap List: shows detailed information for traps received.

(+ [
A IPMI Trap Receiver ¥2.0 (build 051122) - Super Micro Computer, Ing. (A= %]

Menu Bar —-Fe Eb
Toobar—- > @ B a 7 3
Stop Save Load Clear Emai
Category al | [Num  Sencer Community | Sensor  Description LocalTimeStarmg |
il 1192.168.10.245 Lower Non-critical - going low 200540/01 15:24:37 ... N
2 19216310245  |public FAM 4 Lower Critical - coing low 20054 0/1 15:24:38
I3 1192.168.10.245 pukblic FAM 4 Lower Non-recoverable - going low 2005/ 001 15:24:40
*® 192.165.10.247 4 192165.10245  |public FAN3 Lower Non-critical - going low 2005410/01 15.24:41 .,
Category 5 [192168.10245  |public FAM3  |Lower Critical - poing low 2005410001 15:24:43 ...
6 192168.10.245  puklic FAN3 Lower Non-recoverable - going low 2005410001 15:24:44
7 19216810245  jpublic Fan2 Lower Mon-critical - going low 200510001 154610
Sender | Community | Sensor 8 182.168.10.245 pukblic FAN2 Lower Critical - coing low 200510/01 15:46:11 .
9 19216810245  jpublic Fan 2 Lower Non-recoverable - going lowe 20054 0001 15:46:13 .
Trap Structure 10 192.168.10.245 'puh\lc CPUA IJpper Mon-critical - going high 120054 0/01 15:45:22 ..
|| SNMP Trap Al 102168.10245  |puklic cPUA pper Mon-critical - going high 200510/ 15:46:25 ..
= ) SNWP Header 3l 2 19216810245  jpublic CPUA Upper Critical - going high 200510001 15:46:26
# Message Length: 125 13 1192168.10245 .puh\ic ICPUA Upper Mon-recoverable - going high 1200510/ 15:46:26 — Trap L|st
# Message Yersion v1 14 192.160.10.245 public FAMI lower Mon-critical - going low 20051 0/01 15:49:25 ...
® Community, public s 192168.10.245 'puh\ic FAMN 3 lawver Critical - zoing low 1200541001 15:49:26 ..
= ) PDU Header 16 192168.10.245  |puklic FAN3 Lower Non-recoverable - going lowe 2005110101 15:43:28 .
® Type Trap 7 119216810245 .puh\ic FanM 4 Lower Non-criical - going low 20051 0/1 15:49:29 .
Trap Structure —— #® length 103 He 8216810245  |public FAN A Lower Critical - coing Iow 120064 0/ 15453
& Enterprise: 1361413180 19 1102.168.10.245 puklic FaM 4 Lower Non-recoverable - going loww 20054 0/01 154932 ..
# Agent P 19216810245 20 192168.10245  jpublic CPUA Upper Mon-critical - going high 200510001 15:49049 |
® Generic Trap Type: 6 21 192168.10.245  |public CPUA pper Critical - going high |200540/01 15:48:50 ...
# Specific Trap Type: 262400 22 192168.10245  jpublic CPUA1 IUpper Mon-recoverable - going high 200541001 15:43:50 .,
# Timeticks 1128180277 23 19216810245  |public FAN2 Lower Non.critical - going low 20054 0/ 15:50:07
= __] PDU Body 24 19216310245 jpuklic FAN2 lawer Critical - going low 200540/01 15:50:08 ...
# Total Length of ariable Bi 25 192168.10245  |puklic FaN2 lower Non-recoverable - going lowe | 2005/10/01 155010 .,
= __] Bind 26 19216810 245 'Fluh\l[: FAN 4 Lower Mon-critical - going low: 2005101 155022
# Length of Binding: 70~ | [27 192.168.10245  [public FaM4 Lower Critical - Going low 200510/01 15:50:23 ... | ¥
i | l Sender = 192168 10 245 | Community = * | Sensor =*
Status Bal'_ 14 Trap Received: Sender IP =192.163.10.247, content =[ CPU1 [Upper Mon-recoverable - going high

Figure 12-1

Tool Bar functions
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The tool bar provides the following features as shown in Figure 12-2.

> @ B a o oS

Stop Save Load Clear Etmail

Figure 12-2

» Start: starts the Trap Receiver.

e Stop: stops the Trap Receiver.

e Save: saves the traps received into a file.

* Load: loads a saved trap file into the Trap Receiver.

* Clear: clears all the traps in the trap list.

* Email: displays an “Email-Alert Settings” dialog box (see Figure 12-3). Fill the
“SMTP server”, “From (email address)” and “To (email address)” fields. The
“From” and “To” addresses must be valid in the SMTP server. If the SMTP
server requires authentication, please enter the username and password.
Once entering needed information, click the <Test> button to verify if your
email works properly.

Email Alert X

Email Alert Setting

[ Enakle Email Alert

SMTP Server:
From:

Taor

[ Authertication
Username:
Pazsword:
Figure 12-3

Category

There are three categories including: Sender, Community and Sensor as shown in
Figure 12-4. The Sender page lists all sender IP addresses. The Community page
lists all SNMP communities. The Sensor page lists all sensor types from the traps.
Clicking on each category type will act as a filter for all traps in the traps list. Click the

<All> button to cancel all filters.
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Category Al Category Al
o |
# 19216310245 # public

# 19216510247

Sender | Community || Sensor Sender | Comunity | Sensor

Category All
&)
& FAn4
Far 3
Fap 2
CRUA
Fapr 1
Fap 5
Far &
Fapr 7
Far &
Intruzion

LR K R R R

Sender | Community | Senzar

Figure 12-4

Once a category has been selected, the filter condition will be displayed at the

bottom of the “trap” list. See Figure 12-5 for reference. As displayed in Figure 12-5,
the filter is “Sender = 192.168.10.245, Community = public, Sensor = CPU 1”. The
trap list displays only those traps whose contents are included in each of the three

filters.
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Trap Structure

The Trap Structure displays detailed information for the selected item in the trap list.

Rurm Sender Cormunity Sensar Description LocalTimeStamp

10 19216810245 |public CPU A1 Upper Mon-critical - going high | 2005710001 15:46:22...
11 192.165.10.243  |public CPU A Upper Mon-critical - gaing high (2005110001 15:46:25...
12 192168.10.245  |public CPUA Upper Critical - going high 20051 0/01 15:46:26...
13 19216510245  |public CPU 1 Upper Mon-recoverable - goi... |2005M10001 15:46:26...
20 19216510245 |public CPL A Upper Mon-critical - going high 200510001 15:49:49...
21 192168.10.245  |public CPU A Upper Critical - going high 20051 0/01 15:49:50...
22 192.165.10.243  |public CPU A Upper Mon-recoverable - goi.. 200570001 15:49:50...

Sender = 192 16810245 | Community = public | Sensor = CPU 1

Figure 12-5

Information includes the “SNMP Header”, “PDU Header”, “PDU Body”, “Bind” and “PET”

data.

Trap Structure

|| SMMF Trap
=l || ShMP Header

# Message Length: 125

® Meszage Version: vi

& Community: public

=l || PDU Header
Type: Trap
length: 109
Enterprise: 1.36.1.4.1.3183.1 1
Agent P 19216310245
Generic Trap Type: B
Specific Trap Type: 262400
Timeticks ; 1128150281
= | POU Body
# Total Length of Varishle Binding: 72
= || Bindl
# Length of Binding 7O
& OID: 1361413185111
= || PET Data
# [FAMN 3] Lower Mon-critical - going low
& " [RO0RE]" @ x 2w TF]" @ [eEe0x e 0= 0]

* 888089

Figure 12-6
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Receiving a Trap

When the Trap Receiver receives a trap from the BMC, an alert bar will display on

the screen for about 10 seconds to notify you that a trap has occurred. In addition, an

email alert will be sent according to the information field in the Email Alert dialog box.

Please refer to Figure 12-7.

The email will include the following information.
A SNMP trap received

Sender:192.168.10.247

Sensor:FAN 2

Description:Lower Non-recoverable - going low
Time:2005/11/22 14:27:07 Tue

#F ITHI Trap Receiver ¥2.0 (bunild 0511223 - Super Micro Computer, Inc.

Fil: Help

> ® B

Stop Save Lo Clear Ernail
Category a1 Murm Sender Comrmunity Sensor Description LocalTime Stamp
1 R Jblic 000 s
‘J 2 192168 .10.... [public Far 4 Lowvwer Critical - going low 20051 0601 15243,
& 19216510245 3 192 165.10.... |public FAM 4 Lowet Mon-recovershle - goi... (20054 0001 15:24:4
& 19216510247 4 192.168.10.... [public Fam 3 Lowvwer Mon-critical - going low (200510001 15:24:4..,
9 AT ARR AR el T e 11 a1 2005M 0401 15:24:4.
ATrap Received rable - goi... (20051001 15:24:4...
Sender: 192 168.10.247 - going lowe (200510001 15:46:1 ..
Sendeny | Community || Sensor Content: [FAN 2] Lower Critical - going low ng 2w - 200301 1514611,
rable - goi... [2005M 0001 15:46:1 ..
Trap Structure o T2 o0, T, [FUEs CFOT IR TIOT=CTICEr - going high (20050001 15:46:2...
) SMMP Trap a1 192 165.10.... |public CPL 1 Upper Mon-critical - going high 20054 0001 15:46:2.
=[] SMMP Header N E 192.168.10.... [public CPU et Critical - aoing high 2005M 0001 15:46:2...
# Messzage Length: 125 13 192 165.10.... |public CPL 1 Upper Mon-recoverable - goin... | 20054 0001 15:46:2.
# Message Yersion: v 14 19216810, [public Famr 3 Laowwet Mon-critical - going low (200510001 15:49:2..
# Cotrmunity: public 15 19216510 public FAN 5 Loweer Critical - going low 200510001 15:49:2.
= _| PO Header 16 19216810, [public FAM 3 Lowwet Mon-recoverable - gai.. (200510001 15:49:2..
# Type Trap 17 19216510 public FAN 4 Lower Mon-critical - going lowe  |20051 0001 15:49:2. | —
# length; 109 15 19216810, [public Far 4 Lowwet Critical - going low 20050 01 15:49:3..
# Enterprize: 1.361.4.1.3 19 192 165.10.... |public FAM 4 Lowet Mon-recovershle - goi... (20054 0001 15:49:3.
# Agent IP: 19216810245 20 19216810, [public CPU 1 Uppret Mon-critical - going high (200510001 15:49:4..
# Generic Trap Type: 6 e 192 165.10.... |public CPL 1 Upper Critical - gaing high 200510001 15:49:5.
# Specific Trap Type: 262¢ 22 19216810, [public CPU 1 Uppet Mon-recoverable - gaoin... (200510001 15:49:5...
# Timeticks © 1128180277 23 192 165.10.... |public FAM 2 Lowver Mon-critical - going low  |20054 0401 15:50:0..
= _| POU Body 24 19216810, [public Fap 2 Lowwet Critical - going low 20058 M0 15:50:0...
? Total Length of Wariable 3 25 19216810 [public Fam 2 Lowver Mon-recoverable - goi . (20054 0001 15:50:1 . z
£ ﬁl e > a Sender = * | Community = * | Sensor = *
A Trap Received: Sender IP =192 165.10.247 content = [ FAN 2 JLower Critical - going low Sending Email ...

Figure 12-7
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Appendix A: SIM Firmware Update

1. Select a remote system on the System list and click “File > Update IPMI Firmware”

to start the firmware update.

Edit Session Manags
Mew ... ]
Discover IPMI Device

Eeload Confiziration
Save Configuration

Tpdate TP Fiomywware

Langnage ]
Exit

Figure A-1

2. Click the <Open> button to select the<firmware> you desire and then click <Start>

IP: 192.168.10.249

Firmweare File: | | [ Open ” Start l

to continue.

Meszage:

Figure A-2

3. A login dialog will appear. Please enter the Login_ID and the password. This user

will be granted the privilege as an Administrator.
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Flease input I} and Fazssword §|

@ Login ID | ADMIN |

Pazsword RS

* Administrator level is reguired

| ok || Cancel |

Figure A-3

4. A firmware information dialog will appear. It shows detailed information on the

current and new firmware. Click <Yes> to continue.

Request Confitmation g

Would

Curresit firmeweare:
Firmware Version: 1.5.0 build 4238

Firmware Tag: Aug-14-06-17-30
harduare 1D Ox22
OEM: peppercon

Wew finmurare:

Firmware Version: 1.5.2 build 4238

Firmware Tag: Aug-16-06-11-10

Firmware Size: 3092376 bytes

Firmware Path: C:\w-kira-kimsmigd-smide-peppercon_040200-4238-081606-1-5-2.bin

you like to continue 7

Figure A-4

5. The firmware file will start to upload. This process may take few minutes to

complete.

:j Update Firmware E

Firrmware Filg:

IP: 192.168.10.249

zrcon_040200-4238-051606-1-5-2 hin |

Uploading firmware

[IIIIIII

Message:

Login to 192.168.10_249
tart firmware upgarde

Mploading firmware ...

Figure A-5
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6. Please wait for the firmware to upload. Once uploading is completed, the BMC wiill
start to flash the firmware internally. This step may take about a minute. Please try to

connect to the system after two minutes.
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Appendix B: SIM(W) KVM Console

and Virtual Media

SIM(W) KVM Console allows the user to perform console redirection via KVM
(Keyboard/Video/Mouse) support as shown in Figure B-1.

1j IPMI ¥iew ¥2.7.13 (build 100504) - Super Micro Computer, Inc.
File Edit Session Manage Help

Tl A8l e ®

S J =5 192.168.12.169
UPERMICR® @ @y O Futsoreen [T Viroel Medin [ Soit Keyboard 4ips [ Menn
IPMIDomain & = O £ &

~

13 12 | Fanl 675.00 RPM
192.168.12.171
17331 5168 14 13 ! Fan2 .60 REM
P 15 14 i Fan3 @.00 RPH
16 1?7 | PS5 Status OK [80 CO 00 001
C:n>ipmicfg -=dr >aa
172.31.2.145
%1?2312.145 Cinrtype aa
ensor # ENsor eadilin
= T SDR ID | S s Reading
=y 2 1 CPUZ Temp nsa [60 E@ 07 001
%51?2.31.2.58 3 | System Temp 36.00 degree C
}51?231259 4 CPU1 Vcore 1.12
ﬁ1?2:31:2:62 5 CPUZ Ucore 0.00
o] 17230 2181 6 i -1z 11.31
= 192.168.10.118 21 +3.3U 3.23
=) 192.168.10.99 8 i DINM 1.81
& 102168.10.20 3 +5v .06
= 192.168.10.50 16 i +3.3USB 3.23
R b 11 UBAT 3.23
Er 1z Fanl 675.00
; B & & @ 13 Fan2 0.00
14 Fan3 0.00
Wew Groupl (2/10
Mo Crmg gm) 17 i PS Status 0K 166 CO 80 001
¢ (05
New Group3 (322)
< >
Redirection Viewerstarted..
Login | Event Log| Sensors | IPM Device | BMC Setting | Users | Text Console | EVM Console
REMCP+ Open Sesdon suecessful

Figure B-1 SIM(W) KVM Console Main Screen
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SIM(W) Console Toolbar

The SIM(W) Console Toolbar provides seven tool buttons which will allow the user to
perform the following actions as shown in Figure B-2.

Start Video Redirection

Stop Video Redirection

Screenshot
Refresh (the page)
Full Screen (display)

|
iz O Fulsereen [ Vistoal Media [&] Soft Kleyhuard Lips [ Menu

Soft Keyboard (to use the soft keyboard) Menu
Virtual Media (to use Virtual Media)

Figure B-2 SIM(W) KVM Console Toolbar

[) Start Video Redirection:
Click this button to start SIM(W) KVM console redirection.

@ Stop Video Redirection:
Click this button to stop video redirection. Please note that the drive redirection will

continue to work when it is enabled.

QI Full Screen:

Click this button to maximize the size of the remote video screen displayed on the

local computer screen as shown in Figure B-3.

]

i 675.00 RPikd

i .00 RPN

1 OK [60 CO 66 001
C:v>ipmicfy -sdr >aa
Civ>type aa
SDR ID ! Semsor # ! Senso ! Readin

g
i n/a [00 EO 07 001
i 36.00 degree C

i 675.60 RPM
i ©.00 RPM

i Fan ' ©.00 RPM
i PS Status i 0K [00 CO 60 001

Figure B-3 Full Screen
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Virtual Media:

Click this button to enable Virtual Media support as shown in Figure B-4.
“4 Virtual Media X

Floppw/UEE Eey Media

® Fizppy fiiag Browse | | ComectFloppy |

CD Media

@) 130 Image | Browe | [ CometCDDVD
OE
OF

Statuz

Target Drive Comnected To Eead Bytes

Wirtual Floppy Mot connected A
Wirtnal CD Mot connected A

Cloze

Figure B-4 Virtual Media

* Floppy/USB key Media: This feature allows the user to redirect Floppy/USB
Media.

* CD Media: This feature allows the user to redirect CD/DVD or ISO image file.

* Connect Floppy: Click this button to start to redirect your Floppy Image or USB
Key Media.

* Connect CD/DVD: Click this button to start to redirect your CD/DVD or ISO
image file.

LY Soft Keyboard:

Click this button to use the Soft Keyboard for console redirection as shown in Figure
B-5.
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Combination (of Keys) Lock (Hold Modifier Key)

Soft Keyboard v(1 96

Language
(O Single Key

ESC Fl |FZ (F3 |[F4 | F5 |Fa |F7 F8 | F9 |F10|F11(F12 P |Eer]|Pan
“ ol 1 3 3 | 5 | £ | 7 | O ) ‘- = BR Inz |[HonPUp Mugd |* |-
Ta Tl il v e o £ - 12 1 S T [ ] Del |End|PDx Hom &t |PUp
Coplila ol ol d il Tl ol holll i1 ] -l + &= = |+
Shift z ]~ Sl /A by vy Gl v |l Shift i End| 8§ |PDuy
Ctrl | WinlAlt Alt | WinfApp Chil = |} [= Inz Del |+

Figure B-5 Soft Keyboard

* Language: This feature allows you to select a proper language setting for your
soft keyboard.

e Combination: Check this button if you want to use a combinations of modifier
keys

* Single Key: Check this button if you want to use a modifier key as single key.

* Lock: Check this button to hold the maodifier key you've clicked.

The menu is same as web KVM UI.
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Appendix C: SIM(WA) IKVM

Console and Virtual Media

Press <Launch KVM Console> to open SIM(WA) iKVM Window as in Figure C-1.

7 IPMI View ¥2.7.13 (build 100504) - Super Micro Computer, Inc. 9i=1(E3]
File Edit Sesdon Manage Help

e e Ode e

4
o )| 58 192.162.12 160 | B 192.168.12.135
SUPERMICR® || ... cuivein

IPMIDomain 2 + 3 £ &
.

] 192.168.12.53

B Press the button to launch the redirection comsols and manage the server remotely.

Lamnch KWW Console

| Log;i.n” Event Log || Sen&:rs" IPM Device || BMC Set‘l:i.ng” Users || Text Conzole | EVH Console!

REMCP+ Open Session suecessful

Figure C-1 SIM(WA) iKVM Window
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Please note that SIM(WA) iKVM window supports same features as other versions of
Web KVM as shown in Figure C-2.

Java iKYM Yiewer v1.55 17 [192.168.12.125] - Resolution 652 X 492 - FEE 0
Virtual Meda' Record  Playback  Mapro  Options  UserList  Exdit

Press any key to enter the menu

Booting CentDS (2.6.18-164.e15) in 3 seconds.. .||

Figure C-2 iKVM Window

Virtual Media (USB Floppy & Flash)

Click <Virtual Media> on the menu bar and then click <Virtual Storage> to display the
Virtual Media (USB Floppy & Flash screen) as shown in Figure C-3.

Yirtual Medin 1.2 12 Bl=l )
F3E Floppyétissh| CDROMA&LS0

Setting for Device 1

Logizal Drive Tvpe Image Filename and Foll Path

|N0 Helect - | | |

T
Connection Status History

A
b

Figure C-3 Virtual Media (USB Floppy & Flash)

67



Supermicro IPMI View User’s Guide

* Logical Drive Type: From the pull-down menu select the logical drive type.

* Image Filename and Full Path: Enter the image file name and the full path to
the file. It is available only for ISO files.

* Refresh: Click this button to refresh the page.

* Plug In: Click this button to mount your logical drive as virtual media.

* Plug Out: Click this button to un-mount virtual media.

* OK: Click this button to confirm and exit.

* Connection Status History: This window displays the connection and the status

of virtual media.

Virtual Media (CDROM & 1SO)
Click < CDROM & ISO > to display the Virtual Media (CDROM & ISO). as shown in
Figure C-4.

Yirtnal Media 1.2 12

Setting for Device 2
Logical Drive Type Image Filename and Foll Path
Ho Select “
e R

Connection Status History

Figure C-4 Virtual Media (CDROM & 1SO)

* Logical Drive Type: From the pull-down menu select the logical drive type.

* Image Filename and Full Path: Enter the image file name and the full path to
the ISO file.

* Refresh: Click this button to refresh the page.

* Plug In: Click this button to mount your logical drive as virtual media.

e Plug Out: Click this button to un-mount virtual media.

* OK: Click this button to confirm and exit.

* Connection Status History: This window displays the connection and the status
of Virtual Media.
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iKVM Virtual Keyboard

Virtual Keyboard provides soft keyboard support and allows the user to click a key on

the soft keyboard by using the mouse when a keyboard is not available. Refer to
Figure C-5 for Virtual Keyboard.

Englizh keyboard T||_|r$_(|
esc| |F1|F2|F3|F4| |F5|FG|F7|F8| [FO|FIOFIF2)|  pae slk | pan
L2 )3 |4 (5)16|T(E|2|0 |- |=]| +— |ims|™|L(|mk|/|*]-
Holg|wle|r|t|v|ulilo|p|[]] |'l. del{ | ¥ [|=| T| L N
Jljals|d|{f|g|h|]|k ] - - —| =

T lz|=|c|v|b|n|m|,|.|! 1 T | 4T

ctrl || alt R ENE S

Figure C-5 Virtual Keyboard
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Appendix D: SIM(W) Firmware
Update

1. To re-flash SIM(W) Firmware, please select an SIM(W) device and <Update

firmware> in the menu. A dialog box appeatrs.

Confirmation

- | ) Thiz iz SIM W device. Pleaze malke sure won have correct finmyware for update (¥ dme)

O] | Cancel

Figure D-1 SIM(W) Firmware Re-flash

2. Make sure that you've selected the correct firmware for update, and click

<OK>.This dialog box appears.

¥ AFTFlash r>_<|
Remote Flash Tool for Hermon/AM FW ¥1721
IP: |192.15=3.12.1r59 | Options
[ ] Preserve BootLoadex
File: | | [ Browss. .. ]
[ ] Preserve Confiz Maodule
Flazh

Figure D-2 YAFU Flash

3. After you've selected a firmware file for remote flashing, it will be checked if it is a
valid file before remote flashing starts.
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Y AFTTFlazh

Remote Flash Tool for Hermon/AM FVW

IF: |192_153.12.1r59 |

File: |D AFPMAMDETDCT-L_120 4ma |

| Brows.. |

Wew fiomware verson : 1.20

Ciptions

[ ] Preserve Bootloader

[ ] Preserve Config Module

X

V121

Figure D-3 YAFU Flash

* |IP: This item displays the IP Address of the IPMI device.

* Browse: Enter the file name or browse the data base to select a file that you

want to perform remote flashing.

* Preserve BootLoader: Check this box to preserve the settings of BootLoader.

* Preserve Config Module: Check this box to preserve the settings of

Configuration Module.

* Firmware Version: The new firmware version will be displayed.

* Flash: Click <Flash> to commit the file for remote flashing.

4. Click <FW Version>. Remote Flashing can only be performed by an Administrator.

If you are an administrator, enter your ID and your password in the screen below.

Then click <OK>.

Pleaze input ID) and Password

X]

| LoginD | |
\l-:r/ Fazswomnd | |
* b dministrator level iz required
| oK || Comeel |

Figure D-4 ID and Password (Administrator)

5. TOnce you've checked the firmware versions and clicked <Flash>, firmware

flashing will start. See the figures below.
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¥ AFTFlash
Remote Flash Tool for Hermon/aM FVWW V1.
IF: |192.168.12.169 | Cptions
[ ] Preserve Bootloader
File: |D:'-.FW'-.P.I-II'-.}§?DCT-L_13III.ima | [ Browss... ]
[ ] Preserve Config Module

Wew fiomware verson : 1.20

Current firmare versiomn: 1,30

X

21

Figure D-5 Display of Current Firmware Version

Y AFIFlazh rs_q
Remote Flash Tool for Hermon/AM FVW Ti171
IF: |192.168.12.169 | Options

Prezerve Bootloader

File: |D:~meM1u§?DCT-L_1sn.m| Eiowse..

Prezerve Config Module
Wew firmware werson : 1.30
Crrent firmweare version: 1.30 FW Verzion
Status: 79 (1,310,720 bytes £ 16,777,216 botes )
[ 11
Eemadning Time: & minfs) 47 seciz) Flach

Figure D-6 Remote Flash #1
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Y AFTFlash rs_< |
Remote Flash Tool for Hermon/AM FUWW V121
IF: |192.168.12.169 | Opticns

Frezrve Bootl.oader

File: |D:'-.FW'-.AMI'-.K?DCT-L_13EI.ima| Erowse.

Frezsrve Confizg Module
Wew firmware version : 1.30
Crorremnt firmeware versdon: 1.30 FW ¥ersion
Statns 229 ( 3,801,088 botes ! 16,777,216 bates )
BEREREERERERR
Femadning Time: 5 minds) 41 zeciz) Flazh

Figure D-7 Remote Flash Screen #2

Y AFUFlash [-5—<|
Remote Flash Tool for Hermon/AM EWW V121
IF: |192.1r:'a.12.1r59 | Options

Prezserve Bootloader

File: |D:‘.FW'\P;MI\K?DC T-L_130.1ma | Browss...

Fresrve Config Module
Wew firmueare version : 1.30
Cprrent firmeware wversion: 1.30 FW ¥ersion
Statuz: 51% (8,585,216 bytes / 16,777,216 botes )
BEERRREEEERERREEEEERRRREEEER
Eematning Time: 3 miniz) 35 smeiz) Flash

Figure D-8 Remote Flash Screen #3

6. When the flashing is complete, the status field displays “Finished.” Click
<Close> to exist this dialog box.
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Y AFTFlash & |
Remote Flash Tool for Hermon/AM FUWW V121
IF: |192.168.12.169 | Opticns

Preserve Bootloader
File: |D:'-.FW'-.AMI'-.K?DCT-L_13EI.ima| Erowse.

Frezsrve Confizg Module
Wewe firmvasare wersion ; 1.30

Crrrent firmeware version: 1.30 FW Version

Statoz: Findshed . (BMC needs 1 minute to restart)

IIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIIII]

Figure D-9 Remote Flash Screen #4

74



Supermicro IPMI View User’s Guide

Appendix E: SIM(WA) Firmware
Update

1. Select an SIM(WA) device and select <Update Firmware> in the menu for SIM(WA)
Firmware re-flashing. A dialog box appears.

Confirmation

\1 ) This is SIM{WAY device. Please make sure you hawve correct firmyware for update (* bin)

EEIEET

Figure E-1 Firmware Update

2. Make sure that you have the correct firmware for update, and click <OK>. The
dialog box below appears.

Flash Tool rs_(|

Remote Flash Tool for Hermon/AT FW Y120

IP: |192.168.12.125

|
File: | |

Browse...

Figure E-2 Flash

3. Click <Browse> to select the desired firmware file for remote flashing. It will be
checked to see if it is a valid file before remote flashing starts.

Flash Tool g'

Remote Flash Tool for Hermon/AT FW w120

IF: |192.168.12.125 |

File: |D:\FW\ATEN\X8DTL_81?.bin |

Mew firmeweare version 0 01.15

Figure E-3 Flash
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4. Click <FW Version>. Remote flashing can only be performed by an administrator.

If you are an administrator, enter your ID and password in the dialog box.

Pleaze input 1IN and Password f$_<|

2 wen [

* A dmdnistrator level iz required

| ok || Cancel |

Figure E-4 ID/Password

5. Once you've checked the firmware versions and clicked <Flash>, firmware flashing

Remote Flash Tool for Hermon/AT FW ¥1.20

will start.

IF: |192.168.12.125 |

File: |D:\FW\ETEN'\KBDTL_81?.hin | Browss..

Mew firmware verdon : 01.15

Curvent finmueare version: 01.10

Figure E-5 Firmware Versions

Remote Flash Tool for Hermon/AT FW ¥1.20

IF: |192.168.12.125 |

File: |D:\FW\AIEN\K8DTL_81?.bin |

Mew firmnware verdon ; 01.15

Current firmware version: 01.10

Statuz: Uploading...

Figure E-6 Remote Flash #1
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K

Flazh Tool

Remote Flash Tool for Hermon/AT FW ¥1.20

IF: |192.168.12.125 |

File: |D:\FW\AIEN\K8DTL_81?.bin | Browss...

Mlew firmware verdon ; 01.15

Current firmware version: 01.10 BT Wersion

Statuz: Updating...

= 7

Flazh
Figure E-7 Remote Flash #2
Flash Tool r>_(|
Remote Flash Tool for Hermon/AT FW ¥1.20
I 1192168121325 |
File: |D:\FW\ETEN'\KBDTL_81?.hin | Brovwse
Mew firmware verdon ; 01.15
Curent finmyeare version: 01.10 FW Versdon
Statoz: Updating.
Flazh

Figure E-8 Remote Flash #3
6. When the flashing is complete, the status field displays “Finished”. Click <Close>
to exit this dialog box.

Flash Tool E|

Remote Flash Tool for Hermon/AT FW Y120

IP: |192.1sa.12.125 |

File: |D:\FW\ATEN\XBDTL_81?.bm | e

Wew finmware werson : 01.15
Courrent firmeware version: 01.10 FW Version

Status: Findshed

100%

Figure E-9 Remote Flash #4
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Appendix F: ASPEED X10

Firmware Update

1. Select an ASPEED BMC device and select <Update Firmware> in the menu for

ASPEED Firmware Re-flashing. The dialog box below appears.
Confirmation [é]

‘ol This is ASPEED BMC. Please make sure you have correct firmware for update (*.bin,32M size)
wr

Cancel

Figure F-1 Firmware Update

2. Make sure that you have the correct firmware for the update, and click <OK>. The

dialog box below appears.

Flash Tool Iﬁ

Remote Flash Tool for Hermon, ASPEEDIAT FW ¥1.30

P 101331770

Satus: Preserve Config

Figure F-2 Flash

3. Click <Browse> to select the desired firmware file for remote flashing. It will be
checked to see if it is a valid file before remote flashing starts.

Flash Tocl @

Remote Flash Tool for Hermon, ASPEED/AT FW ¥1.20

P 101321770

File: |CASMT_X10_105 bin

Mew firmyeare version : 1.5

Btatns: Preserve Confiz

Figure F-3 Flash
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4. Click <FW Version>. Remote flashing can only be performed by an administrator.

If you are an administrator, enter your ID and password in the dialog box.

-

Please input ID and Password

E=X)

LoginID ADMIN

Password

[ 1111 ]
* A dmindstrator level is requived

[ o

| [ caneel ]

Figure F-4 ID/Password

5. Once you've checked the firmware versions and click <Flash>, firmware flashing

will start.

- -
Flash Tool @
Remote Flash Tool for Hermon ASPEEDIAT FW ¥1.20

P 101321770

File: |CASMT_X10_105 bin
Wew firmware version : 1.5

Current fiomyware version: 01 04

Aatuz: Preserve Config

Figure F-5 Firmware Versions

6. When the flashing is complete, the status field displays “Done". (BMC needs 1

minute to restart.)”. Click <Close> to exit this dialog box.

( Flash Teol [ﬁ‘
Remate Flash Tool for Hermon ASPEEDIAT FW ¥1.30
I 101331770
File: CASMT_X10_105bin Birowse...
Mew firmusare version : 1.5
Current firmware version: 01.04 FW Yersion
Statuz: Done. (BMC needs 1 minute to restart) Preserve Config
1004%

Figure F-6 Remote Flash
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Contacting Supermicro

Headquarters

Address: Super Micro Computer, Inc.

980 Rock Ave.

San Jose, CA 95131 U.S.A.

Tel: +1 (408) 503-8000

Fax: +1 (408) 503-8008

Email: marketing@supermicro.com (General Information)
support@supermicro.com (Technical Support)

Web Site: www.supermicro.com

Europe

Address: Super Micro Computer B.V.

Het Sterrenbeeld 28, 5215 ML

's-Hertogenbosch, The Netherlands

Tel: +31 (0) 73-6400390

Fax: +31 (0) 73-6416525

Email: sales@supermicro.nl (General Information)
support@supermicro.nl (Technical Support)

rma@supermicro.nl (Customer Support)

Asia-Pacific

Address: Super Micro Computer, Inc.
3F., No.150, Jian 1st Rd., Zhonghe Dist.,
New Taipei City 23511, Taiwan (R.O.C.)
Tel: +886-(2) 8226-3990

Fax: +886-(2) 8226-3992

Web Site: www.supermicro.com.tw

Technical Support:

Email: support@supermicro.com.tw

80


http://www.supermicro.com/
http://www.supermicro.com.tw/
mailto:support@supermicro.com.tw

